## 附件1：网站及信息系统情况记录表

|  |
| --- |
| 一、基本信息 |
| 网站/信息系统名称 |  |
| 类型 | ○网站 ○应用系统 ○其他\_\_\_\_\_\_\_ |
| IP地址 |  | 域名 |  |
| 操作系统 |  |
| 数据库 | ○　Oracle　　○　SQL-Server　　○　Sybase　　 ○　Foxpro○　DB2　　 ○　ACCESS　 ○ 其他　　　　　　 |
| 服务器硬件 | ○IBM ○Lenovo ○浪潮 ○虚拟化平台 ○其他\_\_\_\_\_\_\_\_ |
| 部署地点 |  |
| 二、安全策略及自查结果 |
| 安全策略 | *[描述网站或信息系统所做的安全策略，分为操作系统层面、应用系统层面、数据层面、内容层面等]* |
| 是否允许校外访问 | ○ 是 ○否 |
| *[如允许，请阐述原因，并明确开放端口]* |
| 自查结果 | *[对网站或信息系统的安全状况进行自检自查，描述自查结果]* |
| 三、系统管理员信息（必须为学校在职人员） |
| 姓名 |  | QQ号 |  |
| 手机 |  | 邮箱 |  |
| 所属单位 |  |
| 四、单位网络信息管理员确认意见 |
|  签字：  年 月 日 |
| 五、单位分管领导审核意见 |
| 签字（盖章）：  年 月 日 |